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Những năm gần đây, thế giới 
đang chứng kiến sự chuyển dịch 
mạnh mẽ sang nền kinh tế số, 
nơi dữ liệu trở thành tài sản cốt 

lõi, đóng vai trò tương đương hoặc thậm chí 
vượt qua giá trị của tài nguyên truyền thống. 
“Xã hội số” không chỉ là xu thế mà đã trở 

thành trạng thái phát triển tất yếu. Công 
nghệ số thúc đẩy quá trình tự động hóa, tối 
ưu hóa sản xuất và quản lý, đồng thời tạo 
ra môi trường thông tin rộng mở với tốc độ 
lan truyền chưa từng có… Tuy nhiên, sự 
tăng trưởng vượt bậc đó đặt ra nhiều vấn đề 
pháp lý, như: tổ chức dữ liệu như thế nào 
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để an toàn và minh bạch? Làm sao để bảo 
vệ hệ thống thông tin trước các nguy cơ tấn 
công mạng? Làm thế nào để đảm bảo quyền 
riêng tư của cá nhân trong khi doanh nghiệp 
và chính phủ ngày càng thu thập nhiều dữ 
liệu? Các hệ thống pháp luật truyền thống 
giờ đang phải đối mặt với yêu cầu đổi mới 
tận gốc để theo kịp tốc độ phát triển công 
nghệ... Xuất phát từ bối cảnh đó, pháp luật 
trong kỷ nguyên số cần được hoàn thiện để 
quản trị dữ liệu, đảm bảo an ninh và bảo vệ 
quyền riêng tư, trong đó việc sửa đổi Luật 
An ninh mạng và triển khai thực hiện tốt 
Luật Bảo vệ dữ liệu cá nhân là các bước 
quan trọng. 

Đặc điểm của kỷ nguyên số 
và những tác động đến quá 
trình xây dựng pháp luật

1. Đặc điểm của kỷ nguyên số: 
Kỷ nguyên số được đặc trưng bởi tốc 

độ đổi mới công nghệ rất nhanh. Các lĩnh 
vực như điện toán đám mây, trí tuệ nhân 
tạo (AI), dữ liệu lớn (Big Data), blockchain, 
IoT… liên tục thay đổi, tạo ra những mô 
hình hoạt động và giao tiếp hoàn toàn mới. 
Chu kỳ phát triển công nghệ ngày càng 
ngắn khiến các chuẩn mực xã hội và kinh tế 
thay đổi nhanh hơn bao giờ hết.

Trong quá trình đó, dữ liệu được xem 
như “nhiên liệu” của nền kinh tế số. Khả 
năng thu thập, phân tích và khai thác dữ 
liệu mang lại giá trị lớn cho các tổ chức, từ 
doanh nghiệp, chính phủ đến cá nhân. Tuy 
nhiên, điều này cũng làm gia tăng rủi ro về 
an ninh mạng, quyền riêng tư và kiểm soát 
thông tin.

Mặt khác, kỷ nguyên số xóa nhòa ranh 
giới địa lý. Hoạt động thương mại điện tử, 
mạng xã hội, giao dịch xuyên biên giới diễn 
ra liên tục, khiến việc xác định chủ thể, 
thẩm quyền, địa điểm phạm vi điều chỉnh 
của pháp luật trở nên phức tạp hơn.

Bên cạnh đó, một số công nghệ như 
blockchain vận hành dựa trên tính phi tập 
trung, không có cơ quan trung gian kiểm 

soát. Điều này làm thay đổi bản chất của 
các giao dịch, hợp đồng và quản lý dữ liệu, 
tạo ra thách thức cho các mô hình pháp lý 
truyền thống. Con người ngày càng phụ 
thuộc vào các nền tảng số trong học tập, 
làm việc, tiêu dùng và giao tiếp. Các mô 
hình kinh doanh mới (platform economy, 
gig economy, sharing economy) xuất hiện, 
kéo theo nhiều vấn đề pháp lý chưa từng có 
trước đây.  

2. Tác động của kỷ nguyên số đến 
việc xây dựng pháp luật

Tốc độ thay đổi của công nghệ đòi hỏi 
hệ thống pháp luật phải được xây dựng theo 
hướng: Dễ sửa đổi; Có tính mở, khung, 
nguyên tắc;  Giảm tối đa sự lạc hậu do công 
nghệ thay đổi. Trong kỷ nguyên số, tính ổn 
định của pháp luật phải đi kèm khả năng 
cập nhật liên tục.

Để thích ứng với kỷ nguyên số, Nhà 
nước phải xây dựng hoặc hoàn thiện pháp 
luật trong các lĩnh vực: An ninh mạng; Bảo 
vệ dữ liệu cá nhân;  Giao dịch điện tử và 
chữ ký số; Quản lý công nghệ AI, tự động 
hóa; Chống tin giả và kiểm duyệt nội dung 
số; Thuế đối với kinh tế số. Các khung pháp 
lý mới phải giải quyết những vấn đề chưa 
từng tồn tại trong xã hội truyền thống.

Bên cạnh những lợi ích không nhỏ, Kỷ 
nguyên số cũng đưa đến những nguy cơ, 
thách thức là: Theo dõi, thu thập dữ liệu 
không minh bạch; Xâm phạm đời tư trên 
mạng; Lạm dụng thông tin cá nhân để trục 
lợi. Do đó, việc xây dựng pháp luật phải cân 
bằng giữa bảo vệ quyền riêng tư, khuyến 
khích đổi mới sáng tạo, đảm bảo an ninh 
quốc gia. 

3. Yêu cầu nâng cao năng lực của cơ 
quan lập pháp và thực thi pháp luật:

Cơ quan xây dựng pháp luật phải hiểu 
sâu về công nghệ, có khả năng dự báo tác 
động dài hạn và hợp tác với các chuyên gia 
kỹ thuật và doanh nghiệp trong quá trình 
xây dựng và tổ chức thực thi pháp luật. 

Trong khi đó, cơ quan thực thi pháp luật 
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phải có công cụ và kiến thức để xử lý các 
vấn đề thực tế đặt ra, như: Tội phạm công 
nghệ cao, gian lận trên không gian mạng, 
hành vi vi phạm pháp luật khó nhận diện. 

Kỷ nguyên số mang đến cơ hội phát 
triển lớn nhưng cũng tạo ra nhiều rủi ro và 
thách thức pháp lý. Để xây dựng hệ thống 
pháp luật phù hợp, cần tiếp cận theo hướng 
linh hoạt – thích ứng – đa ngành – hợp tác 
quốc tế. Chỉ như vậy, pháp luật mới có thể 
vừa bảo vệ quyền và lợi ích hợp pháp của 
công dân, vừa thúc đẩy đổi mới sáng tạo và 
phát triển kinh tế – xã hội trong bối cảnh số 
hóa toàn diện.

4. Xây dựng pháp luật trong kỷ 
nguyên số

Chuyển đổi số đang diễn ra mạnh mẽ 
trên toàn thế giới, tác động sâu sắc đến mọi 
lĩnh vực của đời sống kinh tế – xã hội. Công 
nghệ số không chỉ thay đổi mô hình sản 
xuất, kinh doanh, mà còn đặt ra yêu cầu cấp 
thiết đối với hệ thống pháp luật. Trong bối 
cảnh đó, xây dựng và hoàn thiện pháp luật 
để kịp thời điều chỉnh các quan hệ xã hội 
mới phát sinh là nhiệm vụ quan trọng nhằm 
đảm bảo sự phát triển bền vững, an toàn và 
đúng hướng của tiến trình số hóa.

Xây dựng pháp luật trong kỷ nguyên 
số càng cần thiết và đòi hỏi sự chuẩn mực, 
đáp ứng yêu cầu của thực tiễn. Bởi những 
lý do: (1) Quan hệ xã hội mới xuất hiện liên 
tục: Thương mại điện tử, dữ liệu lớn, tài sản 
số, trí tuệ nhân tạo, hợp đồng thông minh… 
đều tạo ra những dạng giao dịch mới mà 
pháp luật truyền thống chưa điều chỉnh đầy 
đủ. (2) Rủi ro an ninh mạng và quyền riêng 
tư gia tăng: Việc thu thập – xử lý – lưu trữ 
dữ liệu cá nhân đòi hỏi quy định pháp lý 
rõ ràng để bảo vệ người dùng và thúc đẩy 
niềm tin số. (3) Tính toàn cầu hóa của môi 
trường số: Hoạt động trên mạng vượt qua 
biên giới quốc gia, cần hoàn thiện pháp luật 
tương thích với chuẩn mực quốc tế. (4) Nhu 
cầu xây dựng Chính phủ số, kinh tế số, xã 
hội số: Môi trường pháp lý minh bạch, linh 

hoạt là tiền đề để phát triển các mô hình 
quản trị và kinh doanh mới. 

Xây dựng pháp luật trong kỷ nguyên 
số cần bám sát những yêu cầu mang tính 
thời đại. Đó là: Tính linh hoạt và khả năng 
thích ứng: Công nghệ thay đổi nhanh đòi 
hỏi pháp luật phải được xây dựng theo 
hướng mở, linh hoạt, không quá chi tiết để 
tránh lỗi thời; Là đảm bảo an toàn thông tin 
và bảo vệ dữ liệu cá nhân trên cơ sở thiết 
lập các nguyên tắc: Minh bạch trong thu 
thập dữ liệu, quyền kiểm soát dữ liệu của 
cá nhân, trách nhiệm giải trình của tổ chức 
xử lý dữ liệu, cơ chế xử phạt nghiêm minh 
khi vi phạm; Là sự hài hòa giữa đổi mới 
sáng tạo và quản lý: Pháp luật phải khuyến 
khích sáng tạo (AI, fintech, blockchain…) 
nhưng đồng thời quản lý rủi ro, tránh lạm 
dụng, gian lận hay tác động tiêu cực đến xã 
hội. Và sự phối hợp quốc tế: Môi trường số 
không biên giới, vì vậy cần học hỏi và đồng 
bộ với các tiêu chuẩn quốc tế như: GDPR 
về bảo vệ dữ liệu, UNCITRAL về giao dịch 
điện tử… 

Vấn đề quản trị dữ liệu, 
an ninh và quyền riêng tư 
trong việc hoàn thiện pháp 
luật thời kỳ kỷ nguyên số. 

Trong thời kỳ chuyển đổi số, dữ liệu trở 
thành “tài nguyên mới”, tương đương với 
dầu mỏ trong kỷ nguyên công nghiệp. Công 
nghệ số (AI, IoT, Big Data, Blockchain…) 
thúc đẩy sự thu thập – chia sẻ – phân tích 
dữ liệu với quy mô chưa từng có. Điều này 
đòi hỏi pháp luật phải theo kịp nhằm bảo 
vệ quyền riêng tư cá nhân; bảo đảm an ninh 
dữ liệu, an ninh mạng;  điều chỉnh các hoạt 
động khai thác dữ liệu của Nhà nước và 
doanh nghiệp và tạo môi trường pháp lý ổn 
định cho đổi mới sáng tạo và phát triển kinh 
tế số.

Để quản trị dữ liệu, quản lý an ninh 
mạng tốt, trước hết cần xây dựng khung 
pháp lý về dữ liệu: dữ liệu cá nhân, dữ liệu 
mở, chia sẻ dữ liệu, sở hữu dữ liệu. Bao 
gồm: Hoàn thiện pháp luật về an ninh mạng 
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và quản trị không gian mạng; Phát triển luật 
liên quan đến AI, thuật toán, robot và trách 
nhiệm pháp lý; Hoàn thiện pháp luật thương 
mại điện tử, tài chính số, tài sản số (tiền mã 
hóa, token, NFT…); Xây dựng pháp luật về 
định danh và xác thực điện tử để phục vụ 
Chính phủ số; Cải cách quy trình lập pháp 
theo hướng số hóa, minh bạch, lấy ý kiến 
rộng rãi của xã hội.

-	 Vai trò và giá trị của dữ liệu: 
Dữ liệu không chỉ phản ánh hành vi 

người dùng mà còn là cơ sở để phát triển 
các hệ thống trí tuệ nhân tạo, phân tích dự 
đoán, cá nhân hóa dịch vụ và hỗ trợ ra quyết 
định. Các ngành như tài chính, y tế, giáo 
dục, đô thị thông minh đều vận hành dựa 
trên dữ liệu lớn. Do đó, quản trị dữ liệu trở 
thành một trong những ưu tiên hàng đầu 
của hệ thống pháp luật.

-	 Những thách thức pháp lý trong 
quản trị dữ liệu:

Thứ nhất, vấn đề minh bạch và sự đồng 
thuận. Nhiều tổ chức thu thập dữ liệu người 
dùng nhưng không cung cấp thông tin đầy 
đủ về mục đích, phạm vi và thời gian lưu 
trữ. Việc đồng ý sử dụng dữ liệu thường đi 
kèm các điều khoản phức tạp, khiến người 
dùng không thể kiểm soát thực sự dữ liệu 
của họ.

Thứ hai, dữ liệu xuyên biên giới. Nền 
kinh tế số mang tính toàn cầu khiến dữ liệu 
cá nhân thường được xử lý tại nhiều quốc 
gia khác nhau. Điều này đặt ra câu hỏi: luật 
pháp của quốc gia nào được áp dụng? Tiêu 
chuẩn bảo mật nào phải tuân theo? Việc 
thiếu sự hài hòa giữa các hệ thống pháp luật 
dẫn đến nguy cơ bất đối xứng và xung đột 
pháp lý.

Thứ ba, trách nhiệm pháp lý khi xảy ra 
vi phạm dữ liệu. Các vụ rò rỉ dữ liệu lớn cho 
thấy doanh nghiệp đôi khi chậm trễ thông 
báo hoặc không có biện pháp bảo vệ phù 
hợp. Trong bối cảnh dữ liệu trở thành tài 
sản, trách nhiệm pháp lý cần được xác định 
rõ ràng và nghiêm khắc hơn.

-	 Yêu cầu pháp luật trong quản trị dữ 
liệu:

Một khung pháp lý hoàn chỉnh về quản 
trị dữ liệu trong kỷ nguyên số cần bao gồm: 
Quy định về nguyên tắc thu thập dữ liệu 
hợp pháp, minh bạch và có mục đích cụ thể; 
Cơ chế cho phép cá nhân chủ động truy cập, 
chỉnh sửa, yêu cầu xóa dữ liệu của mình; 
Quy chuẩn về lưu trữ an toàn, mã hóa và 
phòng ngừa rủi ro; Quy trình thông báo vi 
phạm dữ liệu bắt buộc trong thời gian hợp 
lý; Các tiêu chuẩn về bảo vệ dữ liệu xuyên 
biên giới, hài hòa với chuẩn mực quốc tế.

-	 An ninh mạng - Trụ cột của phát 
triển bền vững

Không gian mạng ngày nay chứng kiến 
sự xuất hiện của nhiều hình thức tấn công 
tinh vi: mã độc tống tiền, tấn công từ chối 
dịch vụ, xâm nhập hệ thống, đánh cắp dữ 
liệu cá nhân hoặc dữ liệu doanh nghiệp. 
Nhiều cuộc tấn công có tổ chức thậm chí 
nhắm vào hạ tầng quan trọng của quốc gia 
như điện lực, viễn thông, bệnh viện. Sự đa 
dạng và tinh vi của tội phạm mạng đòi hỏi 
pháp luật phải cập nhật theo kịp tiến bộ 
công nghệ.

Để đảm bảo an toàn cho hệ thống thông 
tin, pháp luật về an ninh mạng cần chú trọng 
xác định rõ hệ thống thông tin quan trọng 
cần bảo vệ đặc biệt; Đặt ra tiêu chuẩn bắt 
buộc về bảo mật mạng, bao gồm mã hóa, 
sao lưu, phân quyền truy cập và kiểm thử 
an toàn thông tin; Quy định trách nhiệm của 
doanh nghiệp công nghệ trong cung cấp hệ 
thống an toàn; Xây dựng cơ chế phối hợp 
giữa các cơ quan nhà nước, doanh nghiệp 
và tổ chức quốc tế nhằm ứng phó các tình 
huống tấn công xuyên quốc gia.

Một trong những thách thức lớn nhất 
là cân bằng giữa an ninh và tự do cá nhân. 
Việc giám sát, thu thập thông tin để bảo vệ 
hệ thống có thể dẫn đến nguy cơ xâm phạm 
quyền riêng tư nếu không được kiểm soát 
bằng quy định pháp lý chặt chẽ. Ngoài ra, 
yêu cầu doanh nghiệp lưu trữ dữ liệu trong 
nước hoặc cung cấp dữ liệu cho cơ quan nhà 
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nước cũng cần được thực hiện minh bạch và 
có giới hạn rõ ràng để tránh lạm dụng.

Mặt khác, pháp luật cần thiết lập hành 
lang pháp lý để bảo vệ toàn diện dữ liệu, 
bao gồm dữ liệu cá nhân, dữ liệu tổ chức, 
dữ liệu hệ thống thông tin và dữ liệu trong 
quá trình truyền tải. Cần có các quy định cụ 
thể về phòng ngừa, xử lý tội phạm mạng, 
bảo vệ trẻ em trên không gian mạng và các 
cơ chế ứng cứu sự cố hiệu quả.

-	 Quyền riêng tư trong môi trường số
Quyền riêng tư là một trong những 

quyền cơ bản được ghi nhận rộng rãi trong 
luật quốc tế và luật quốc gia. Tuy nhiên, 
trong môi trường số, khái niệm quyền riêng 
tư trở nên phức tạp hơn vì thông tin cá nhân 
có thể bị thu thập, phân tích và sử dụng cho 
nhiều mục đích khác nhau, đôi khi ngoài sự 
hiểu biết của cá nhân.

Trong thực tế môi trường số đang tồn 
tại những nguy cơ xâm phạm quyền riêng 
tư, như: Theo dõi hành vi trực tuyến bằng 
cookie, định vị GPS hoặc phân tích hành 
vi; Sử dụng dữ liệu cho quảng cáo cá nhân 
hóa mà không có sự đồng thuận; Thu thập 
dữ liệu sinh trắc học (khuôn mặt, giọng 
nói) cho các hệ thống AI; Rò rỉ dữ liệu từ 
lỗ hổng bảo mật của doanh nghiệp hoặc từ 
hoạt động tội phạm mạng… 

Để bảo vệ quyền riêng tư cá nhân trong 
môi trường số, vấn đề hoàn thiện pháp luật 
cần tập trung làm rõ quyền của cá nhân đối 
với dữ liệu của chính họ; Quy định về đánh 
giá tác động quyền riêng tư (PIA) khi triển 
khai công nghệ mới; Xây dựng cơ chế chế 
tài mạnh mẽ đối với hành vi lạm dụng hoặc 
tiết lộ trái phép dữ liệu; Quy định rõ ràng 
về xử lý dữ liệu nhạy cảm như dữ liệu sức 
khỏe, tài chính, sinh trắc học; Thiết lập các 
cơ quan giám sát độc lập để kiểm soát việc 
thực thi pháp luật bảo vệ dữ liệu… Luật 
Bảo vệ dữ liệu cá nhân mới được ban hành 
là một bước tiến quan trọng, tuy nhiên cần 
tiếp tục hoàn thiện các quy định liên quan 
đến an ninh dữ liệu và quyền riêng tư. 

Để giải quyết các thách thức nêu trên, 
cần hoàn thiện khuôn khổ pháp lý theo các 
hướng sau:

1. Ban hành luật bảo vệ dữ liệu cá 
nhân toàn diện: Theo đó, cần định nghĩa rõ 
dữ liệu cá nhân và dữ liệu nhạy cảm; Xác 
định rõ quyền sở hữu, quyền kiểm soát, 
quyền truy cập và quyền xoá dữ liệu. Quy 
định quyền của chủ thể dữ liệu (quyền truy 
cập, quyền xoá, quyền phản đối xử lý); quy 
định nghĩa vụ của tổ chức thu thập và xử 
lý dữ liệu; Có cơ chế xử phạt mạnh đối với 
các vi phạm.

2. Xây dựng khuôn khổ pháp lý về dữ 
liệu xuyên biên giới: Cần thiết lập điều kiện 
chuyển dữ liệu ra nước ngoài; Nghĩa vụ lưu 
trữ dữ liệu nội địa (nếu cần thiết) và cơ chế 
hợp tác quốc tế về bảo vệ dữ liệu.

3. Hoàn thiện pháp luật về an ninh 
mạng và an toàn thông tin: Bắt buộc doanh 
nghiệp áp dụng tiêu chuẩn an ninh mạng; 
Quy định kiểm tra an ninh đối với nền tảng 
số, dịch vụ số quan trọng; Cần có cơ chế 
báo cáo sự cố bắt buộc.

4. Tăng cường quy định về trách nhiệm 
giải trình của hệ thống AI: Minh bạch 
thuật toán; Giám sát tác động (AI impact 
assessment); Ngăn chặn bias và xâm phạm 
riêng tư.

5. Pháp luật về dữ liệu công và dữ liệu 
mở: Quy định chuẩn dữ liệu; Cơ chế phủ số.

Trong kỷ nguyên số, dữ liệu vừa là 
động lực phát triển, vừa là nguồn rủi ro tiềm 
ẩn. Do đó, hoàn thiện pháp luật về quản trị 
dữ liệu, an ninh và quyền riêng tư là yêu cầu 
bắt buộc. Qua đó sẽ giúp bảo vệ quyền con 
người, bảo đảm chủ quyền số quốc gia; tạo 
môi trường pháp lý an toàn cho kinh tế số 
và xã hội số.

Định hướng và giải pháp 
hoàn thiện pháp luật trong 
kỷ nguyên số

Giải pháp hoàn thiện pháp luật trong 
kỷ nguyên số cần được triển khai đồng bộ 
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theo 3 hướng: (1) Cập nhật pháp luật cho 
các lĩnh vực số; (2) Xây dựng cơ chế quản 
lý linh hoạt; (3) Tăng cường năng lực và 
phối hợp của cơ quan thực thi. Theo đó, cần 
hoàn thiện khuôn khổ pháp lý theo các nội 
dung cụ thể sau:

1. Luật bảo vệ dữ liệu cá nhân cần định 
nghĩa rõ dữ liệu cá nhân và dữ liệu nhạy 
cảm; Quy định quyền của chủ thể dữ liệu 
(quyền truy cập, quyền xoá, quyền phản đối 
xử lý); quy định nghĩa vụ của tổ chức thu 
thập và xử lý dữ liệu; Có cơ chế xử phạt 
mạnh đối với các vi phạm. Hoàn thiện luật 
về bảo vệ dữ liệu cá nhân theo chuẩn quốc 
tế (GDPR). Quy định cụ thể về chia sẻ, luân 
chuyển và khai thác dữ liệu giữa các cơ 
quan nhà nước và doanh nghiệp.

2. Xây dựng khuôn khổ pháp lý về dữ 
liệu xuyên biên giới: Cần thiết lập điều kiện 
chuyển dữ liệu ra nước ngoài; Nghĩa vụ lưu 
trữ dữ liệu nội địa (nếu cần thiết) và cơ chế 
hợp tác quốc tế về bảo vệ dữ liệu.

3. Hoàn thiện pháp luật về an ninh 
mạng và an toàn thông tin: Bắt buộc doanh 
nghiệp áp dụng tiêu chuẩn an ninh mạng; 
Quy định kiểm tra an ninh đối với nền tảng 
số, dịch vụ số quan trọng; Cần có cơ chế 
báo cáo sự cố bắt buộc.

4. Tăng cường quy định về trách nhiệm 
giải trình của hệ thống AI: Minh bạch 
thuật toán; Giám sát tác động (AI impact 
assessment); Ngăn chặn bias và xâm phạm 
riêng tư.

5. Pháp luật về dữ liệu công và dữ liệu 
mở: Quy định chuẩn dữ liệu; Cơ chế chia 

sẻ dữ liệu giữa các cơ quan nhà nước;  Bảo 
đảm an ninh dữ liệu trong chính phủ số. 

6. Lấy con người và quyền số làm trung 
tâm: Pháp luật phải bảo vệ quyền riêng tư, 
dữ liệu cá nhân, quyền tiếp cận thông tin, 
quyền được “hiện diện số”. Đảm bảo không 
ai bị loại trừ khỏi chuyển đổi số (digital 
inclusion).

7. Xây dựng pháp luật linh hoạt, thích 
ứng nhanh: Cơ chế pháp lý mở, cho phép 
thử nghiệm cái mới. Quy trình xây dựng 
luật rút ngắn, ứng dụng phân tích dữ liệu 
trong hoạch định chính sách.

8. Tăng cường pháp luật về quản trị dữ 
liệu và an ninh mạng: Dữ liệu trở thành tài 
sản chiến lược; cần luật hóa đầy đủ các vấn 
đề: cấp phép, lưu trữ, chia sẻ, quyền sở hữu.

9. Hoàn thiện pháp luật về kinh tế số và 
thương mại điện tử: Điều chỉnh các mô hình 
kinh doanh mới: gig economy, nền tảng số, 
thanh toán số, kinh doanh xuyên biên giới. 
Bảo đảm cạnh tranh lành mạnh, chống độc 
quyền trong môi trường số. Tăng cường 
pháp luật về an ninh mạng.

10. Phát triển pháp luật về trí tuệ nhân 
tạo và đạo đức số: Xác định rõ trách nhiệm 
pháp lý của AI, tiêu chuẩn minh bạch thuật 
toán. Ngăn chặn AI xâm phạm quyền con 
người hoặc thao túng hành vi.

11. Đồng bộ hóa pháp luật quốc gia 
với chuẩn mực quốc tế: Kỷ nguyên số mang 
tính toàn cầu nên pháp luật cần phù hợp với 
thông lệ của OECD, EU, ASEAN về dữ 
liệu, thương mại số, an ninh mạng. /.
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